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Privacy and ethics violations 
lie in the backdrop of 
surveillance



Promises of technology and the Internet



However, big data also needs to be examined as 
a political process involving questions of power, 
transparency and surveillance



Computational politics by 
Tufecki et al.



Computational politics: 
Contrasting yesterday and today



Engineering the Public - Tufekci

1. The rise of big data

2. The shift away from demographics to individualized 
targeting

3. The opacity and power of computational modeling

4. The use of persuasive behavioral science

5. Digital media enabling dynamic real-time 
experimentation

6. The growth of new power brokers who own the data or 
social media environments



3. Power of computational modeling



4. Behavioral science



3. Power of computational modeling



5. Experimental science in real–time 
environments



6. Power of platforms and algorithmic 
governance



6. Power of platforms and algorithmic 
governance



Avoiding being subject to computational 
politics?



Two case studies





**



**



The Ethical Problem…
Do you think use of softwares like HunchLab can 
indeed minimize unjust police brutality 
incidents toward people of color? 



**







Thought Point…
Contrasting the three types of school/college student 
behavioral monitoring: 1) Attendance surveillance; 2) Mental 
health surveillance; 3) Violence surveillance

• Is one less or more (un)ethical than the other? Which one 
and why?

• Could we use an ethical theory to analyze it?


